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PREFACE 

The International Journal of Machine Learning and Networked Collaborative 

Engineering (IJMLNCE) with ISSN: 2581-3242is in a clear stage of expansion.The 

journal now appears in popular indexes such as BASE (Bielefeld Academic Search 

Engine), CrossRef, CiteFactor, DRJI, Google Scholar, Index Copernicus, J-Gate, Portico, 

PKP-Index, ROAD, Scilit and Socolar. After two years of hard work we are proud to 

present the sixth volume of the journal, Volume No-02 Issue No-04, with other five high 

quality works written by international authors and covering different aspects related to 

machine learning and collaborative engineering. 

Chauhan et al. [1] published a work entitled “IoT Based Intelligent Vehicle Parking 

Solution System”.In this paper, authors present a vehicle parking solution based on the 

Internet of Things through four different layers to compose the parking system: sensor, 

hardware, cloud and application. The main idea is that users are updated in real time on the 

available spaces near the destination allowing them to choose the one more suitable for 

their needs. 

Mahmud et al. [2] published a work entitled “Domestic Mechanization System with 

IoT and Robotics”. In this work, authors discuss home automation based on the Internet of 

Things focusing on three different projects: a smart window, a smart almirah and a smart 

bookshelf. They pay special attention to the smart window, which can be controlled in 

accordance with the weather conditions, the house temperature and the proper balance of 

gas in the air. 

Sharma et al. [3] published a work entitled “DNA Based Storage: Introduction, 

Characteristics, Applications and Challenges”. This study describes how the domain of 

knowledge of storage systems based on how the DNA works, since it is a viable 

alternative for conventional methods. They review the past, the current state of the art, 

with the advantages and drawbacks, and they also explore different challenges that would 

be interesting to overcome in the future. 
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Dash and Mohanty [4] published a work entitled “A Machine Learning Approach for 

Speech Detection in Modern Wireless Communication Environment”. Authors propose a 

technique that improves the intelligibility of speech quality in noise environments. To that 

end, authors propose the use of different elements like an OFDM modulation based 

communication system, a neural network model of RBFN and different parameters such as 

energy and fundamental frequency.  

Gupta et al. [5] published a work entitled “Study of Concurrency Control Techniques 

in Distributed DBMS”. In this paper, authors present and discuss various lock-based 

concurrency control techniques for distributed data base management systems. They also 

show a comparative study of various two phase locking based concurrency control 

techniques. The focus is on proposing a proper concurrency control technique to maintain 

the integrity of database systems. 
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Abstract   

ith rapid increase in population in urban cities, availability of parking 

space is real issue. This parking issue lead to traffic and encroachment 

of roads for parking. With implementation of smart cities is real time 

development, smart parking is integral part of this development. Intelligent 

parking system describe in this paper solve the parking issue and fits in the smart 

city development, this system is based on cloud-based parking system where user 

is able to get location of parking spot with helps sensors network and cloud 

computing. The user is updated with real time data of available parking spot near 

their destination, and they can choose the spot according to their convenience. 

The main components of the system are sensor layer, hardware layer, cloud layer 

and application layer. The sensor layer is controlled by Arduino board or other 

system on chip which manages the data collected by sensors, this data is sent to 

cloud through hardware layer cloud layer manages the data accordingly and data 

is sent to users‟ application on the reception of request through application. This 

interconnection of all the layers is main aspect of IoT (Internet of Things). This 

system will help user to get the spot in hassle free and quick way. 

1. Introduction 

The Internet of Things (IOT) is envisioned as a network that allows any device or any system to be 

connected anytime and anyplace. IOT can make the communication between the machine and machine or 

between the machine and humans much easier than by using the conventional ways. IOT extend the use of 

Internet by using it for the networking between different devices and also helping in monitoring the systems 

and tracking the devices (Things). There are two main words in IOT “Internet” and “Things”. Internet means 

the vast network of   servers which are connected around the globe, computers, tablets and mobiles which 

use protocols followed internationally and connecting systems. Internet enables to share the data between 

different devices and systems. Things in literal sense means an object, or an idea or some action, but in IOT 
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“things” mean the devices which are connected together and form the net of devices which is called the 

internet of these devices. 

 IOT in general consist of, track the devices in remote areas, get data to the operating systems from 

the different devices and can organize and analyse the data. IOT gives the vision in which the devices and 

systems become smart and they start sensing and analysing their surroundings and start interacting with each 

other through different mediums. This smart and interactive nature of IOT can be used in many applications 

in real life which can make our life easier and help us steal some time for ourselves. 

The most common idea that comes in mind when is thought about IOT and smart devices is “Smart 

Cities”. And the biggest problems in our normal cities are traffic and insufficient vehicle parking. To make a 

smart city different from the normal city these problems have to be tackled smartly. So, in these situations 

IOT comes into play, using IOT, a intelligent parking system can be developed which will solve this parking 

issue. New applications in IoT are being built by developers due to recent advancement in embedded system 

which have low cost and are low powered. 

One such concept that is proposed using IOT is intelligent parking system which is a reality now. The 

intelligent parking system concept that has been proposed includes the use of hardware(sensors), cloud 

storage, embedded chips and mobile application. All the above-mentioned components of the system are 

connected to each other forming the web or net which is used for sending, receiving and processing of data 

which is shared between different components. The systems helps the user in finding the  free parking spot 

available, which is closest to the destination of the user, this helps in saving the time of the user which he/she 

will spend on searching for free  parking spot , also this will help in reducing the traffic on the road as no 

unnecessary vehicle will be on the road wandering for finding parking space , this will reduce vehicles on the 

road and hence will help in keeping the check on traffic. 

2. Background and Description 
2.1. Background of intelligent parking solution system 

In the present urban parking is a serious problem in populated country like India, parking is major 

problem for most urban streets and many cities lots by covering streets and roads‟ sides of busy routes. This 

creates traffic and wastes lots of time for people searching for parking spots. 

For the motorist, the convenience of being able to find a place to park vehicle and then be on one's 

way is of great importance.  

This invention is based on concept of using intelligent vehicle parking systems based on cloud 

technologies in can be used as major application in the smart cities.  Because of whole business-oriented 

characteristics of services like this, system will be an intrinsic section for smart cities which will inclusive in 

general operative models of IoT. 

Internet of Things (IoT) Strategic Research Roadmap which was proposed by the Cluster of European 

Research Projects (CERP), named CERP-IoT [1] in September 2009 was recommended by European Union 

(EU) for encouraging, sharing and publicising the research work in the field of IoT , especially application of 

sensors in field of IoT, like Intelligent Transport Systems (ITS) [2], smart health sensors wearables. 

Application like intelligent homes, smart cities, etc are also includes in sensors technology. Wireless sensors 

[3] will be used in this technology for infrastructure-to-vehicle communication, tracking and tracing services 

can be enabled by real time location detection system, which will remarkably advance the ITS applications. 

Each individual driving to a specific area could get a perfect parking spot with help of smart vehicle parking 

systems which find, allot, and assign the parking spot to user. These systems establish an important part of 

the ITS. The user application provides service to user to navigate to parking lot. These systems provides 

whole business-oriented services, these characteristics of system may serve as a substructure and a common 

business framework for a general operational platform of IoT. 

2.2. Description of Intelligent Parking Solution System  

This invention is based on cloud based intelligent parking system, where the IoT is the integral part of 

this system. Architecture of this system is inherited from adjoining of architecture of IoT and cloud 

computing i.e. it will contain both hardware application and cloud based mobile application. This system 

consists of three layers i.e. hardware layer, cloud layer and application layer. The hardware layer includes 
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sensors and a hardware processing unit which is Arduino UNO for this proposed system. This layer will 

work as infrastructure and will provide all its information and current statuses to database which is a part of 

cloud layer. The cloud layer is main processing unit of the system, it consists of computing centre which 

provide best available parking spots location to the user on basis of user location request sent through 

application. The application layer consists of user interface which takes user information and current location 

of user and send it cloud layer and a navigation system to navigate user to available parking spot. 

  

Fig.1: Architecture of Intelligent Parking Solution System 

3. Detail Description of Components 
3.1. Hardware Layer  
3.1.1. Parking sensors 

As seen from above fig1. The hardware layer consists of sensors layer. For parking system, there were 

options of many different types of sensors like ultrasonic sensors, infrared, passive infrared sensors [4] etc.  

These sensors detect  the vehicles‟ presence and inform the system, whether the specific parking spot is 

vacant or occupied. In this case the infrared sensors were used because they are more accurate and efficient 

and can form heat image of the vehicle that is parked at the spot.  

The infrared sensors are connected to the Arduino UNO boards. The sensors are externally powered 

by 5volt power supply through a battery, the sensors can also be powered through the Arduino boards but 

that would not be very efficient so it is more preferable to use external 5 volt supply(battery) to power the 

sensors. In this system Infrared sensors are being used. These sensors are used in detecting the presence of an 

object in front of it. This detection is done by either emitting or detecting the radiations by the body which is 

to be detected. Next, detection the focused radiation is done by infrared sensors. Then amplification of the 

output from the sensors is required which is done by pre-amplifiers coupled with circuitry. It is because 

output is very small. 

3.1.2. Hardware processing unit 

The processing unit comprises of the Arduino UNO board which is a processor on the chip. The work 

of the Arduino board is to collect the information from the sensors, process it and then send it to the cloud. It 

works as the intermediate between the sensors and the cloud. The data is collected by the Arduino through 

the input and output pins which are directly connected to the sensors, the data sent to the Arduino is then 

uploaded to the cloud through the internet device. Once the data is uploaded to the cloud storage then it is 

available to the servers and can be accessed by the app. 
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The Arduino Uno is a microcontroller [5] board. It is based on the ATmega328P microcontroller. It 

has a 16 MHz quartz crystal and a USB connection.  A power jack for power supply and an ICSP header. To 

support the microcontroller, there are every basic element present on Arduino Uno which is required. 

Connection to computer can simply done through a USB cable.  Also, it can be externally powered through a 

dc or ac source. 

3.2. Cloud Layer  

Cloud layer consist of two main component one is database and other is computing centre [6] as 

shown in fig1. 

3.2.1. Database unit 

In cloud, there is data of available vehicle parking lots, vehicle parking area. It also includes data of 

vehicles‟ location, users' location and their profiles, etc. It provides data storage and computation of 

resources of vehicle parking system. The database stores most recent data usually to assist real-time 

problems. On other hand the history data gets accumulated(warehousing) [7] in the cloud database. Various 

Map and Reduce algorithms are used for computing. One of which is recommendation algorithm for 

providing the suitable vehicle parking lots to users. To build an effective and scalable system, for quick and 

reliable decision-making process cloud system is used. 

   The users request locations of parking lots (on their mobile devices) from the closest location via 

mobile application through internet connection. The organisation of cloud-based system is in such a manner 

that the request is directed to the Computing Centre. Computing Centre is decision centre, the decision for 

the most appropriate, quickest and nearest way of parking lot to each user is made. Which is according to 

his/her current individual location and vehicle.   

3.2.2. Computing Centre 

The Computing Centre is mainly concerned with the service content and its creation. The deployment 

and operation of the service is also main part of Computing Centre. While control and execution of the 

service is also done by Computing Centre. In addition to this, some support functions are present that is 

initially required when each request is created, for example location management, vehicles‟ profile 

management, parking lot list etc. A depository of all profiles of both users and their vehicle is present. If 

there are any changes which are made by the individual user in his/her profile, then these changes or any 

other change in vehicle‟s profile   are directed to the Computing Centre through user‟s mobile, where the 

source is updated. There are copies of all recently used profiles. Also, there are copies of profile updated by 

users. When a user is within the radius of a Computing Centre and access mobile application, the application 

which is installed in the user‟s device, and the Computing Centre mutually connect with each other. This 

process is facilitated through the request, feedback module within the Computing Centre. The Mobile 

application sends a request to the Computing Centre for user‟s Authorization. This request also includes a 

description and updates of user profile and user „s vehicle profile.  

  

The Computing Centre directs this request to the database. This request along with the profile updates 

are processed. If the user is successfully authorized and there is parking spot available according to profile 

within the Computing Centre coverage area, a new record is generated for the user and that particular slot is 

occupied till the user vehicle leaves the slot.  

3.3.  Application Layer  

On mobile device of user, the Mobile application provides the service utilization by the user.  The 

mobile application allows the user unhindered access to the service. Through Mobile application user make a 

request for parking lot location while within the nearby range of Computing Centre. Application layer 

consist of user interface [8] for easy and simple interaction of cloud layer and user. The user interface will 

provide a detail form to the first-time user to fill up all his details to create an Id and get registered. This user 

Id can be used for getting the service of this system. 

There will an option to set a default vehicle which is used by the user regularly, user can change the 

default vehicle. Once the user is registered, there will be an option to enter the location where user needs 
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parking. This location will be sent to Computing Centre as a location request, the computing centre will 

provide available parking spot in that parking location. User can select a particular spot and route to that 

particular spot will be provided from user current location. 

User application would also require GPS navigation system [9] for direction of available parking spot. 

4. Detail Working of Intelligent Parking Solution System  

In the below section the idea of intelligent parking has been explained in more detailed and classified 

manner. In order to ensure the pliable and adaptive service provision which are present in each of the three 

layers of the system, it must interact so that user is satisfied in the best available way, no matter what type of 

request the user encounter. The following description describes the whole interaction that takes place 

between the different layers of architecture. The user get access to the information about the parking spots 

near them through mobile phones.  

the content of the service must be more user friendly and gadget friendly so that it supports maximum 

devices. In the initial request, the user‟s mobile application sends the location and the type of the user car. 

Then this information is then sent to the Computing Centre which reads the user‟s vehicle description and 

location from the depository and according to this, find and provide the best available parking spot. Before 

using the application, every user has to register with vehicle details so that the system can provide them with 

best possible parking spot according to the vehicle. In this case, during the initial request the Mobile 

application sends a full description of the user‟s vehicle information. This request is forwarded to the 

Computing Centre which outline a sample interaction between components involved in the intelligent 

parking [10-11] system provision. As the user‟s vehicle enters the covered area of a Computing Centre. The 

Application which is installed in the user mobile and the Computing Centre mutually interact. The 

application sends a request to the Computing Centre for user‟s authorization. In this initial request, the user‟s 

mobile application sends the user data to the database and make the user profile and updates it whenever new 

data is provided. The Computing Centre registers the user in its database and updates the profile, this is done 

before computing user‟s request which come along user profile. However, profile is updated first time for the 

new user and if the user uses of the application regularly, the Mobile application could spontaneously predict 

the users request, i.e. once the application is opened, the Mobile application automatically send requests for   

parking location for the user‟s vehicle. The application directs the user request to the Computing Centre. 

Networks of sensors in the vehicle parking area constantly update the Computing Centre in real time so as to 

provide the users with real time availability of the parking area available. However, the system can be 

updating at larger interval during the evening period and during weekends as the rush for parking spots in 

this time or days is relatively low. Cloud consisted an ordered list of available parking spaces. These are 

according to their nearest distance to the user‟s desired destination. The Computing Centre   then finds the 

current location of the user based on the location of the device. The Computing Centre   then provides the 

best directions from user‟s current location to each of the available spaces.  

Once the user receives the ordered list of parking spaces, s/he chooses a desired parking space. 

Directions to that space is given via application. Once a space is chosen, the Mobile application check the 

details of the space and displays accurate directions. An audio description of the route with visual directions 

on map will be best for this service as it will give least distraction to the user while driving.  Occupancy of 

spot sensed by the network of sensors, any other users will not be given details of that space.  When the user 

leaves the parking space, the sensor network sense this and send the confirmation to the Computing Centre. 

The Management Module within the Computing Centre   accounts for the duration of the user‟s stay. Once 

the user/ service profiles have been updated, the service is terminated. 

5. Application Results of Intelligent Parking Solution System 

The above-mentioned invention was implemented in college campus area of AIACT&R Geeta 

Colony, Delhi. Sensors with Arduino board were installed in the parking spots available in the campus, 

available parking spots will be allocated for students and visitors in the campus area. 

Staffs‟ parking area was excluded from the implementation and these spots will not be allocated to 

anybody. 
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Students and visitors with vehicle when used this system for parking, were able to find the spot in less 

time. This system worked in the same way as mentioned in description user through his/her mobile 

application sends a request to server with all details of vehicle. 

The cloud server search within its database for available spots. Database of such spots was created 

through interactions with sensors installed in parking area. On detection of no vehicle in front of sensors 

sends the following information to the server. These spots will be marked as free spaces. The servers on the 

request of user send these spots list to the user application.  

Now user can select the best spot for the vehicle and the location and route of that spot from the user‟s 

vehicle will be shown on the user application.   

Unauthorised parking at spots available for authorised user can be avoided by further implementations 

of new techniques and idea in this system. User registered via mobile application to this system doing 

unauthorised parking could be requested via application with help of few enhancements in this system.   

PROS 

1) Reduce human effort in finding parking spot. 

2) Reduce traffic on road. 

3) Help developing smart city model. 

CONS 

1) Any nonuser cannot be stopped to occupy the space having our hardware unit. 

2) The parking spot for users cannot be booked, as it is open and free parking for all.  

6. Conclusion 

At last conclusion on this invention is that; this Smart parking system will be a better solution for 

increasing parking issues of public in urban cities where parking is a major problem for general public going 

to a particular area. Implementation of this system on large scale could avoid wastage of time and traffic due 

to vehicle roaming for parking spot in a busy area.   

This system can be integral part in implementation of smart cites, where public can park their vehicle 

efficiently without affecting movement of other free moving vehicles.  
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Abstract   

n this paper, we discuss home automation IoT based and we show three 

projects about IoT. IOT or internet of things is an up and coming innovation 

which is an arrangement of interrelated computing devices, mechanical and 

computerized machines, articles, creatures or individuals that are given one kind 

of identifiers and the capacity to exchange information over a system without 

expecting human-to-human or human-to-PC association. It's an achievement 

thought it will change our whole world. New Horizons will begin in our lives by 

this. The premise of this research was to diminish the anguish of human. IOT 

based home mechanization can make the life an excessive amount of less 

demanding. In this research, we will attempt to interface the normal devices which are utilized as a part of a 

home. This paper is giving the design part of point of smart window, smart almirah, and smart bookshelf. 

One of the three projects is the smart windows system. It can be controlled in accordance with the weather 

conditions of the owner's house, and the house temperature, the proper balance of gas in the air. Using this 

system, the user will get comfortable weather at home, and will be able to predict any external danger to the 

environment. And it can be done by a mobile phone or an internet-enabled device. 

1. Introduction 

 At the present time, the internet of things (IOT) has been widely appreciated and responded. It is IOT 

which is building with a theme where two or more devices can exchange their data without human help. 

These devices are developed to collect and send data. In IoT here is two words one ‘internet’ another 

‘things’. The Internet is a system which is connected to a computer network. This network serves billions of 

users in the whole world. This network consists of millions of public, private, business, academic, business 

and government services with wireless and optical networking technologies. 
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In today world without some backward region, the total number of internet users is 3.54 billion, it’s a 

huge amount. Things are real objects both living and non-living. It’s not limited within electrical material or 

devices. So the phenomenon of things is that things are real objects in this physical or material world. A big 

number of researches can carry out about the IoT in the world. Around 25 billion distinguished detectable 

objects are expected to be a part of computing network in 2020. It’s an Impressive amount. IoT has a great 

potential for flexibility and promises a great future. 

Home automation or smart home system, which is being built with a theme of IoT. No IoT no home 

automation so when we develop a home with IoT, it’s called a smart home. An automated home can reduce 

human effort like cleaning, cooking, etc. And it also saves your time and reduces your responsibility for the 

home.  

As an example Suppose, by pressing just a button from your phone you can set an alarm in your table 

clock, which is just beside the bed. In the morning when the alarm clock rings this time, as usual, you will 

wake up and stop the alarm clock and the IoT system starts now, the clock will send a signal to the coffee 

maker which is in your kitchen while finishing the coffee, the coffee maker send a signal to your sandwich 

maker. You can observe the whole system in a website. You can skip a step or two if you want and that 

depends on you. Too much researching can involve more devices in a network. 

2. IoT in Home Automation 

Because of the large advantages smart home system gaining popularity day by day. In IOT system 

two or more devices interrelated with each other with a network and they also exchange their data without 

human or computer interaction. This method is also applicable to home automation. In home automation, 

some technology can be used, and this equipment provides a smart home system. RF-based system such as 

IEEE 802.11(wi-fi) it’s too much popular wireless network at home; it has some features like location 

determination system, high data rate transmission, etc.  Now we discuss some hardware components. These 

are given below:- 

2.1. Bluetooth 

Bluetooth is a mechanical determination for WPAN (Wireless Personal Area Network) that empowers 

the transmission of information and voice between various gadgets through a radiofrequency connect in the 

2.4 GHz ISM band. The principal destinations to be accomplished with this standard are to encourage 

correspondence between cell phones, to evacuate links and connectors amongst them and to offer the 

likelihood to make little remote systems encouraging the synchronization of information between close to 

home gear. All Bluetooth gadgets have a novel address of 48 bits and a gadget name that permits the 

distinguishing proof of each other. That is a refreshed gear and furthermore eases. It's can work in a short 

range and a lithium curl cell battery can supplies its vitality for one year. 

 

Fig 1: Bluetooth Module 
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(IEEE 802.15.4) or ZigBee: The ZigBee WSN includes XBee-S2 modules worked by Digit are 

arranged as end gadgets and convey remotely to an organizer as a work topology. ZigBee is the particular of 

an arrangement of abnormal state remote correspondence conventions for use with low-control advanced 

telecom in light of the standard of WPAN (Wireless Personal Area Network). Its objective is applications 

that require secure correspondences with low information rate and boost the life of batteries. Both are short-

extend remote gear. ZigBee is the propelled adaptation of IEEE802.15.4. There are few home 

computerization frameworks that utilization ZigBee or Bluetooth for the remote association. With help of 

Wi-Fi. 

2.2. LTE  

Progressed for the fast portable system it has higher idea put and lower break.  

Raspberry Pi: It’s a solitary band PC. CPU 1.4 GHz 64/32-bit quad-center (refresh version).It is 

excessively agreeable for working framework and systems administration.  

2.3. Arduino 

 Here we examine two kinds of Arduino 

2.3.1. ArduinoATmega 2560  

The Arduino Mega 2560 is a microcontroller board in view of the ATmega2560. It has 54 

computerized input/yield pins (of which 14 can be utilized as PWM yields), 16 simple sources of info, 4 

UARTs (equipment serial ports), a 16 MHz gem oscillator, a USB association, a power jack, an ICSP header 

and so forth. It contains everything expected to help the microcontroller; essentially associate it to a PC with 

a USB link or power it with an AC-to-DC connector or battery to begin[3]  

2.3.2. Arduino Uno  

Arduino UNO is known as the 'stock' Arduino. It is effectively versatile to all programming gadgets. 

All other Arduino sheets are diverse variants of the UNO board. It has all highlights resemble Arduino 

MEGA with less stick outs [3]. 

 

Fig 2: Arduino Uno 

2.3.3. ESP8266 

 The ESP8266 is a minimal effort microchip with full TCP/IP, It has microcontroller capacity 

moreover. 32-bit microcontroller type, 160 MHz CPU. [10] The module can without much of a stretch 

associated with the Wi-Fi arrange. That is the significant purpose behind utilizing it in home 

computerization. 
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Relay Module: A hand-off board is utilized to control different apparatuses. Ordinarily, it's utilized 

with or without microcontrollers. Each 5V hand-off requirements 20mA driving current. It has LEDs for the 

sign of yield status. 

2.3.4. RFID 

Radio recurrence distinguishing proof (RFID) work programmed recognizable proof and information 

catch utilizing radio waves, a tag and a peruser. The tag can store more information between conventional 

scanner tags. Electronic Product Code (EPC), a worldwide RFID-based thing distinguishing proof 

framework created by the Auto-ID Center. 3 kinds of labels are utilized RFID. Inactive RFID labels depend 

on radio recurrence vitality exchanged from the peruser to the tag to control the tag; they are not battery-

controlled. The usage is found in international IDs, supply chains, electronic tolls, thing level following and 

so forth. A functioning RFID labels have it's own battery supply and can correspondence with a peruser. 

These labels can contain outside sensors to screen, weight temperature, synthetics, area, and different 

conditions. RFID labels are utilized in assembling, research facilities, clinic and IT administration. Semi-

uninvolved RFID labels utilize batteries to control the microchip while conveying by drawing power from 

the peruser. Dynamic and semi-latent RFID labels cost more than aloof labels. Remote sensor systems 

(WSN) Wireless sensor systems (WSN) comprise of spatially appropriated self-sufficient sensor-prepared 

gadgets to screen physical or natural conditions and can participate with RFID frameworks to all the more 

likely track the status of things, for example, their area, temperature, and developments. RFID equipment is 

currently especially in dynamic advancement around the globe. 

3. Some project about Home Automation 

 In this paper, we discuss home automated projects, these are: 

i) Smart window 

ii) Smart Almirah 

iii) Smart bookshelf 

3.1. Smart window 
3.1.1.  Introduction and Components 

The window is one of the principle parts of a house. Would you be able to envision a room without 

the window? Now and again answer is yes however is it legitimate? The brilliant window can make your 

home a keen house. It can decrease your physical exertion and duty. Think when the rain comes, The 

window will consequently near risky your home from water. Or on the other hand if the residue level is high, 

at that point, the window will naturally be shut. Or then again the outside temperature will cool or hot, at that 

point a similar framework will happen and the window will be shut. Presently we talk about the segment:-  

i) Arduino/Raspberry Pi  

ii) Wi-Fi or Bluetooth Module  

iii) Sensors: 

(a) LM 35 Temperature Sensor 

(b) Optical Dust sensor 

(c) Water level sensor 

(d) Gas Sensor MQ-2 (SEN 00091) 

i) 4 Channel Relay board 

ii) GSM Shield SIM900A 

iii) Servo Motor 

iv) LCD Display with header (16x2) 
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v) Bread Board 

vi) Adapter  

3.1.2. Implementation  

We will divide all components in two categories. 

1. Sensors  

2.  Module (without sensor) 

The simple hardware diagram of a smart window is given below:   

 

Fig 3: The basic hardware diagram of a smart window 

In this venture, at first, we should set up the parts with the arduino board, in this means we typically 

fall into an issue which is stick mode. So we give the stick mode as much as we usually like.  

3.1.3.    For Dust Sensor  

Here is the stick rundown of a residue sensor : 

Stick 1: V-LED-3.3V (150 Ohms in the middle)  

Stick 2: LED-GND-GND Pin  

Stick 3: LED-Digital Pin  

Stick 4: S-GND-GND Pin  

Stick 5: VO – Analog Pin  

Stick 6: VCC – 3.3V Pin (Direct) 

3.1.4. For Bluetooth Module association with Arduino  

i) Ardunio RX (PIN 0) to Bluetooth TX  

ii) Ardunio TX (PIN 1)to Bluetooth RX  

iii) Arduino 5V to Bluetooth VCC  

iv) Arduino GND to Bluetooth GND  
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In the wake of associating all modules, we ought to prepare the product to work. For the product 

usage, in this venture we utilized Arduino, so we need to compose a code in Arduino IDE. It's called Sketch. 
For legitimate work, we need to partition the code into three areas.  

i) Sensor part  

ii)  Modules part  

iii) Application part(Android base)  

We need to set appropriate rationale here, it chips away at rationale. The more grounded your 

rationale is, the more grounded it works. 

3.2. Smart Almirah 
3.2.1. Introduction and Components 

Individuals store their valuable things and archives in almirah yet typically it's simple. In our task, the 

almirah will be computerized or brilliant. Cell phone and the almirah will recognize its proprietor by 

fingerprints. It will demonstrate how much space is free or how much space is full, and it will keep up the 

activity (if the crate was full you didn't put there any things). Intriguing right? In this way, how about we 

begin the task  

Parts:  

i) Arduino Mega  

ii) Sonar sensor  

iii) Servo Motor  

iv) Wi-Fi Module  

v)  4 channel Relay  

vi) Fingerprint Recognition Module  

vii) LED show (16*2)  

viii) Piezo Buzzer  

ix) Bread Board  

x)  Adapter  

By and large, we think about every one of the parts appeared above aside from the Fingerprint 

Recognition Module. It’s a module which is utilized to recognize and confirm individual with biometrics, 

mage rendering, estimation, highlight finding, and seeking. This module can without much of a stretch be 

associated with a microcontroller. This gadget works in 100mA with top 150mA. Baud rate is N*9600 bps. It 

has the ability to store 256 example prints. 

3.2.2. Diagram 

Each part will be associated with a microcontroller and in the wake of composing code the gadget will 

work. Sonar sensor will be set in each cabinet for space-related data. 
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Fig 4: Smart Almirah 

3.3. Smart Bookshelf 
3.3.1. Introduction and Components 

The idea of smart bookshelf is, the self can distinguish a book and toss it on the floor then a bin will 

get this then the container will convey it and put it on the table. It can spare our opportunity and can assuage 

us from finding the issue. It's an excessive amount of exhausting work however savvy self can decrease the 

issue.  

Here are two sections one is an automated hand and another is a bushel which bases web-based after 

framework.  

3.3.2. For Robotic hand  

i) Arduino 

ii) Servo Motor  

iii) RFID  

iv) Bluetooth Module  

v) Wi-fi-Module  

vi) Robotic Hand Structure  

vii) Jumper wire  

viii) Battery  

Here RFID is utilized to distinguish books and Bluetooth utilized for client and wifi for 

interconnecting with the container.  

3.3.3. For container  

i) Arduino 

ii) A container  

iii) Wheel  

iv) Motor 
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v) Motor module  

vi) IR and Sonar sensor  

vii) Jumper wire  

viii) Battery.  

ix) Wi-Fi and Bluetooth Module  

Fundamentally, the framework made with a line devotee robot framework. Be that as it may, it can 

speak with Robotic hand. It will just work when a book tumbles down on it. For development, it will just 

take after the line following framework. 

Robotic hand diagram  

 

Fig 5: Robotic Hand Diagram  

For Basket 

 

Fig 6: Basket Diagram 
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4. Future of home automation   

Home computerization is developing step by step. Legitimate research and undertaking can make it 

more created. In 2020 it will be more famous and individuals will depend more on it since it diminishes 

human exertion and makes the existence straight. For its attention, top-level ventures should come to help, 

and the home computerized gadget ought to be made for business reason yet at a sensible cost. Be that as it 

may, there is a central issue about security and protection issues and there is another inquiry, is it a human-

accommodating framework?  

Presently we examine some trying future issue for IoT  

4.1. Information Management issue 

Data administration is an administration which incorporates all parts of information like arranging, 

taking care of, investigation, and store. IoT gadgets and modules accumulate loads of information for their 

work. For administration procedure, the server farm needs to store and process. The present circumstance of 

the server farm is disappointing. The framework structure of a server farm can't store individual and 

undertaking information. Not very many undertakings are fruitful in Data administration field. They can 

gather and store their IoT information in their system. Essentially, they just need information for task and 

framework reinforcement. For future days, server farms require more proficiency and enhance their 

procedure. Else, it will be an obstruction for IoT future.  

4.2. Information Mining 

The web of things will deliver a lot of information. On the off chance that we go to a general store and 

watch the production network which embraces RFID innovation. The configuration of crude RFID 

information is EPC, area, time, EPC(unique identifier) check the area of the peruse and perusing time. A 

RFID needs 18 bytes for another crude record. In this way, consider the store case once more. There are least 

700000-600000 RFID labels. In the event that we figure each and every second least 11-12 GB RFID 

information will be created. What's more, the sum will achieve 450-500 TB for each day. In this way, now 

daily's information mining is excessively imperative. It's important to create compelling techniques for 

overseeing, dissecting and mining these information.  

The information reliable with customary discrete information as well as the information created from 

sensors, area, development, temperature, and mugginess and so forth so on. Along these lines, the utilization 

of information mining devices turns into a need. For information mining, there must update the model of 

information mining. Multi-layer information mining can diminish the issue.  

4.3. Protection Challenge  

Accept the case with wise home computerization or other IoT based structure. This IoT based devices 

can convey a colossal proportion of data on the customer. These are an improvement, RFID and distinctive 

sensors data all of which can begin basic security concern. Security is must, without insurance, it will be 

valueless. IoT is the method for upgrading the overall public living quality. Clusters of web customers 

agreed that the upsides of splendid contraptions surpassed any security concerns. Thusly, we can express that 

the inevitable destiny of IoT will depend upon the affirmation of customer's security. 

4.4. Security challenge 

The quantity of developing associated gadgets is brought into IoT systems, the potential security 

danger raises. The latest the IoT enhances the efficiency and the organizations improve the nature of 

individuals' lives, the IoT will likewise build the potential assault surfaces for programmers. An ongoing 

report by Hewlett Packard (2014) uncovered that 70% of the most ordinarily utilized IoT gadgets contain 

genuine vulnerabilities. An absence of transport encryption, unreliable Web interfaces, lacking programming 

assurance, and deficient approval IoT gadgets are in under vulnerabilities. Likely, all things considered, 

every gadget seized 25 openings or dangers of trading off the home system. These gadgets don't utilize 

information encryption strategies by and large. Some of IoT applications support delicate infra-structures and 

imaginative administrations, for example, the keen matrix. Other IoT applications will progressively produce 

gigantic measures of individual information about the family unit, wellbeing, and money related status that 

undertakings will have the capacity to use for their organizations. The absence of security and protection will 
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make protection from the reception of the IoT by firms and people. Security difficulties might be by made 

appropriate strides like uncommon preparing for designers.  

4.5. Chaos challenge  

The disclosure of IoT advances like chips, sensors, remote and RFID and so forth advances is in a 

hyper-quickened development cycle that is speedier than the commonplace purchaser item in the 

advancement cycle. These are as yet contending with measures, deficient security, protection concern, 

complex interchanges framework and multiplying quantities of inadequately tried gadgets. On the off chance 

that the plan isn't done painstakingly, multi-reason gadgets can transform our lives into confusion. In a 

detached world, a little mistake does not cut tumble down a framework; be that as it may, in a hyper-

associated world, a solitary blunder in one a player in a plan can cause disorder all through. The control 

frameworks and shrewd home applications made with interconnected sensors and specialized gadgets and 

controllers. In the event that a sensor of a home applications and control framework breakdowns, the 

controller may get a false flag, which may demonstrate deadly to the patient. It isn't hard to figure savvy 

home packs, for example, indoor regulators and private power meters separating or being assaulted by 

programmers, making startling wellbeing issues. The Internet transfer speed can get immersed with 

information movement of multiplying gadgets, making framework wide execution issues. A solitary gadget 

may have an unimportant issue, yet for the framework, all in all, the chain responses of other associated 

gadgets can wind up awful. To forestall mayhem in the hyper-associated IoT world, organizations need to 

bend over backward to decrease the unpredictability of associated frameworks, improve the security and 

institutionalization of uses, and certification the wellbeing and protection of clients whenever, anyplace, on 

any gadget.  

Fortunately, there has been as of now many researches finished on IoT security concern. These 

accomplishments must be additionally extended as opposed to concentrating towards looking for the new 

conceivable security arrangements. Presently the security question is a future test of IoT and home 

computerization likewise in light of the fact that they associated with the cloud framework. So the marvel is 

lawful structures, legitimate controls and strategies must be formulated to guarantee stable advancement of 

the security advances. 

Conclusion 

The name of a revolution that is currently running is the IOT, which will have more branches in the 

future. Because of increasing the use of digital devices, strong reliance on human devices, time and effort to 

save human life, this revolution is accelerating. If the security of the cloud storage system and the controller 

system is improved, the IOT will work a lot easier. Smart windows will help to keep the environment in our 

home, which will work to remove the cell's bacteria. It also plays an important role in the release of toxic 

gases in the air. This is very important in the industry of the future. So we can see if we use the IOT in the 

right way, it will give us some great gifts, and in future it will be possible to lead the world of technology. 

Need more research with IOT, thinking that how it can be utilized for more welfare, so that business 

organizations and big industries will come forward, to invest so that it can be dreamed of something bigger 

in the future. 
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Abstract   

ver the years, as humans have made progress, data has come to the 

forefront and has become one of the principal elements of life. No matter 

the field, all aspects of life are now dependent on data in one way or the 

other. Be it hospitals or financial institutions; sports teams or researchers, all 

operate on some form of data during their functioning. This ever-increasing 

dependency on data further leads to the need for its storage. The capability of 

present storage mechanisms is not able to keep up with the exponentially 

increasing demand. This along with other factors such as high setup costs, high 

maintenance charges, security and accessibility are pushing towards an alternative 

avenue of storage. DNA or the code of life is very similar to the binary based data 

systems that we operate on, hence is being looked at, as the alternative to 

conventional methods. This field has seen massive amounts of developments in 

the recent past and is finding a strong footing. Its theoretical capability to store all 

the data ever created in a finger sized device is one of the many factors, which makes it such an interesting 

field to study and know about. This paper describes how this domain of storage system(s) basically 

functions, the work done in this field in the past, its advantages and limitations along with the challenges that 

this domain needs to overcome to become practically viable bringing a paradigm shift in computing.  

 

1. Introduction 

In this era of information, where data is rightfully treated as one of the principal elements of life, one 

thing that cannot be ignored is the explosion in the rate of its creation and exchange. Fields like big data, data 

mining, human computer interaction, genomics, social interaction etc. are becoming increasingly popular 

around the world and are yielding enormous amounts of data and information every second. Enterprises are 

using the ability and insight provided by domains like Artificial Intelligence and Machine Learning to gain 
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significant amounts of knowledge, about the created data in order to produce better products and services, 

creating even more data in the process. From autonomous cars to smart home devices, our world is changing, 

and fast, transforming our understanding of everything around us and data is at the center of it all.  

The realisation that over 90 percent of the worlds data ever created has come up in the last 2 years of 

civilisation[1] alone, is overwhelming. Humans are estimated to be creating around 20 quintillion bits of data 

every day, which is astounding [1]. Also, the fact that the rate at which data is being produced is speculated 

to increase exponentially in the years ahead is quite hard to digest [1]. Based on current capabilities and 

technologies, the storage systems are only capable of storing 18% of the world data and this amount will hit 

rock bottom at around 3% by 2030 and reduce to 0.5% by 2040. [2]  

Apart from the worries of analysing, understanding and finding patterns in such big, unstructured and 

complex amounts of data, there lies one, seemingly trivial but important issue of its storage. Present 

approach of data storage which ranges from portable hard drives and flash drives to cloud-based data centers 

just won’t be able to keep up with the increasing demand for storage space. Plus, not only do these methods 

require real estate and infrastructure which is indeed very limited, but they also add to the costs that come in 

the form of initial setup, electricity, manufacturing and maintenance. Another issue is that of security; even 

with multiple layers of security, if the data is on the internet, it can be hacked and retrieved. The severity of 

such a threat, cannot be taken lightly. With it also comes the issue of accessibility, i.e. if the data size is very 

large, then it can’t be carried in flash drives and external hard drives, and the user must be connected to the 

internet to access the data present in some remote cloud-based service and, hence if the user is offline then 

carrying big data becomes a big problem. These solutions also run the danger of being corrupted when 

brought in touch with certain external environments, which brings in contention their ability to act as 

archival systems for very long periods of time.  

Silicon along with other elements which are non-biodegradable, are also a concern to increasing 

pollution in the environment. Hence, it can be said, that it is time that we look for other alternative solutions 

to the ones presently employed for data storage. Otherwise, we are headed towards a crisis for which we are 

heavily unarmed.  

One alternative that will be discussed in this paper is that of deoxyribonucleic acid (DNA) based 

storage [3], i.e. nature’s own storage medium. They are of interest in this area due to some of their properties 

which include but are not limited to being highly-dense, sturdy and long lasting.  

Just one gram of DNA is said to store about 455 exabytes of data [4], solving the real-estate and 

infrastructure side of problems and since that much amount of data can be localised to that little space, it 

allows users to carry their own data centers along with them wherever they go, providing them with better 

accessibility as well as returning physical ownership of their data. This also solves the problem of lack of 

privacy in conventional storage mediums.  

Another aspect to be considered here is, the power required while working with DNA. It is very little 

as compared to conventional data storage solutions which require huge amounts of energy to maintain. [5]  

It has also been seen that scientists have been able to extract information from DNA, known to be 

thousands of years old [6,7], hence making this form of storage very robust and immune to corruption. 

Generating copies of DNA is also possible using Polymerase Chain Reaction techniques, hence exchange of 

information does not get hindered if the transition takes place to this medium of storage. Also, since DNA is 

bio-degradable, it poses less of a threat to the environment as compared to its conventional counter-parts, 

which increases the life of the planet humans inhabit.  

In the present paper, the structure of DNA and the concept of memory hierarchy are explained in brief 

in the second section which is used in section three to understand and review the work already done in this 

field. This is used in section four to understand the issues and challenges that DNA based storage faces in 

order to become the standard of storage around the world. We conclude by understanding the current 

situation and the future possibilities in the field.  

2. Background 

DNA or deoxyribonucleic acid [3] is an extremely long chain of molecules that contains all the 

information necessary for the functioning of any living cell. It is the basic unit of genome which is an 
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organisms complete set of genetic instructions, and hence considered the fundamental unit of life. Its 

structure (as shown in figure 1.) is said to be in the form of two strands made of molecules called 

nucleotides, intertwining to form a structure referred to as the double helix structure.  

The nucleotides which make up these strands are themselves made up of some fundamental blocks, 

that are:  

 “one of four possible bases that include, Adenine (A), Cytosine (C) , Guanine (G) and Thymine (T) , 

a phosphate group and the five carbon sugar.” 

Each base has a corresponding complimentary base and it forms a pair with only that complimentary 

base on the opposite strand, through hydrogen covalent bonds and together these complimentary pairs are 

called base pairs (thymine compliments adenine using two H bonds and cytosine compliments guanine using 

three H bonds). The double helix structure is very stable due to its regular shape and stacking of layers. The 

different arrangement of these base pairs gives different properties to all living beings. From eye colour to 

better agility, from regeneration properties to genetic diseases, everything is governed by the arrangement of 

these pairs. Different combinations of these base pairs hence, although very simple in concept leads to 

millions of possibilities which is similar to how the binary codes employed in the computational systems of 

today, use Boolean logic to construct systems of such high complexity. The bases sequence can be seen 

analogous to a base 4 system i.e. 4 possible fundamental units to form complex combinations. This similarity 

with binary system is one of the prime reasons for the consideration of DNA as an alternative to current 

methods of data storage, and hence is also called the code of life. 

 

Fig. 1. Molecular structure of DNA [3] 

Since we have established a direct relation between the binary form of data we are familiar with and 

the nucleotides based DNA, we need to understand how we can convert the binary form of data to nucleotide 

form of data.  

There are many ways to establish this, but the basic idea is to assign codes to DNA nucleotides, 

encoding it in a way. For example, 00 be coded as A, 01 be coded as C, 10 coded as T and 11 coded as G. 

Now, for example, to store an image file, we encode it into a string of 0s and 1s. Let’s say the first 8 bits are 

as follows 00111001. On breaking them into pairs, in sequence and then encoding as mentioned above, we 

get A-G-T-C. That’s how we need to join the nucleotides to form a single strand of DNA to represent 

equivalent binary data.  

So we can see the nucleotides equivalent to a 4 base system and accordingly encode data as is done by 

combining 0s and 1s to represent complex forms of data. The important thing post the theoretical conversion 
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of this binary form of data into corresponding base(s) compatible data is to be able to read and write it 

accurately. That is where processes such as DNA synthesis and DNA sequencing come in.  

DNA synthesis [8] is the natural or artificial process of synthesising strands of DNA. This method is 

used to create synthetic strands of DNA, and used to write the base(s) form of data obtained from binary 

data. First the single strands are assembled with the combination of the code to be encoded in the form of 

A,C,G and T, the sequence of which is obtained from the process as explained above; to form 

oligonucleotides (short DNA molecules) and later pairing them up correctly, using techniques such as 

oligonucleotide synthesis and polymerase chain reaction to form DNA strands. Further explanation of which 

is available here. (provide reference).  

DNA sequencing [9] is the process of extracting the sequence of nucleotides from the strands of 

DNA, and is of prime importance in the process of retrieving the encoded data. There are many methods 

employed to sequence long strands of DNA with high efficiency and precision. More information on the 

methods used currently and ones in development can be found here.(provide reference)  

Apart from the basic knowledge of DNA, another aspect to look into is of memory hierarchy which is 

an arrangement of different storage modules based on response time. Based on their response time and costs 

associated with them, different storage modules serve different purposes in a computer system. Processor 

registers are on top of this hierarchy yielding fastest response time followed by cache and RAM. The slowest 

response time are of tape based memories which are used to back up data.  

How DNA based storage, if needed, can complement the current system of memory modules is 

another important topic of discussion based on its access time and costing.  

3. Review of Previous Work 

The use of DNA in computational systems to solve problems like Hamiltonian graph, was first 

proposed by L.M. Adleman [5]. Clelland, Risca and Bancroft devised an approach of storing information in 

DNA, by encoding it into the four bases as stated before [10]. The inspiration for this approach was derived 

from the second world war where a steganography technique based around a microdot containing a 

downscaled picture of a letter, was used to communicate secret data. The researchers applied this approach 

on a DNA scale and hid data in a DNA strand. They synthesised the encoded strand sandwiched between 

polymerase chain reaction primer sequences and also used an encryption key. The encryption key as 

showcased in figure 2, was the mapping between the combination of three base(s) and the corresponding 

numerals and alphabets. This encoded strand was then surrounded by more than hundred times size worth of 

human DNA molecules meant to conceal the data. This provided the encoded message much required 

privacy and security. Only, a person with access to the PCR primer sequences and the encryption key would 

be able to decipher the code.  

An interesting and important observation from this study was that no matter the human DNA, if the 

primer sequences and encryption key were known then the data could be extracted. This research also 

established the strength of DNA storage as a much more secure and private storage medium when compared 

to its conventional counterparts in the field of steganography.  

Bancroft et. al[11] followed a similar mechanism. They classified DNA into two types for this 

process, i.e. information DNAs (iDNA) which contained the information and the poly primer key (PPK) 

(which is key to extracting information stored in iDNAs). Each iDNA strand contained some basic elements, 

i.e. unique information segment, small common spacer indicating the start of the stored information, unique 

sequencing primer and common flanking forward and reverse amplification primers. They came up with an 

experiment which included amplification using polymerase chain reaction to extract data. They encoded and 

accurately extracted the opening lines of Charles Dickens A Tale of Two Cities. Although, this study did not 

take into account the response of this storage media in external conditions since it was studied under strict 

laboratory conditions, this experiment proved the possibility of development of dedicated DNA based 

storage systems, which was a huge step in paving the way for future work to be done in this field.  

The next major contribution[12] to this field was made by Wong et al , based on the problems in the 

structure of DNA strands that could break at both ends, which could lead to loss of information. They 

suggested that to prevent DNA from harsh conditions, a dependable medium to store the encoded strands and 

synthesised gene sequences were required. They employed a vector containing encoded data which is able to 
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grow and accumulate to ensure longevity of encoded data, for this purpose. They used agents with high rapid 

regeneration rate and tolerance towards radiation as well as vacuum, such as Escherichia coli and 

Deinococcus radiodurans. This research was important as it showcased the protection mechanism needed to 

be employed for the protection of encoded data in this storage mechanism from harsh external conditions. 

This further proved the competence and capability of DNA based storage devices to be used for archival 

purposes given its density and longevity.  

Up until 2012, the largest project to encode data in DNA was of 7920 bits. Then in [4], George M. 

Church et al. published a landmark paper highlighting their work on converting an html coded draft of a 

book that included 53,426 words, 11 JPG images, and one JavaScript program into a 5.27-megabit bitstream 

into encoded DNA. They were able to recover all data blocks with a total of 10 bit errors out of a total 5.27 

million which was remarkably unprecedented. Their method had five advantages over the techniques 

employed in the past. The most important ones are highlighted here; they used one bit to encode each base 

instead of the formerly used two which allowed them to encode data in many ways avoiding sequences that 

might be difficult to read or write. They had split the bit stream into address blocks eliminating the need for 

long DNA strands that were difficult to assemble at that scale. The advances in DNA synthesis and 

sequencing technology (which had been a major hindrance for research in this area in the past years) had 

allowed them to encode and decode data in large amounts in almost hundred thousand times less the cost as 

compared to first generation encodings.  

Nick Goldman and his team at EMBL-European Bioinformatics Institute[13] created a way to encode  

“739 kilobytes of hard-disk storage, synthesized DNA, se- quenced it and reconstructed the original 

files with 100% accuracy. Their data comprised of Shakespeares Sonnets in ASCII format, Watson and 

Cricks 1954 Classic Paper, a medium resolution colour photograph, a snippet of the audio from Martin 

Luther King’s famous speech in MP3 format and a Huffman code (again in ASCII text scheme) for an 

aggregate data size of 757,051 bytes.“ 

Their analysis had showcased that DNA based storage systems could be scaled to handle global 

storage requirements and could become a realistic alternative for digital archiving, (which places the DNA 

based storage medium at the bottom of the storage hierarchy). This research came out as a major 

breakthrough for DNA based storage devices. It indicated that if the costs related to DNA synthesis were to 

reduce at the pace that they were, their scheme could become cost effective within a decade.  

Later in [14], researchers at Columbia University by the name of Dina Zielinski and Yaniv Erlich 

along with New York Genome Centre published a new technique called DNA fountain, using which they 

were able to store a complete Operating Systems and related files, that had a data storage density of 215 

petabytes per gram of DNA which was approximately 85% of the theoretical limit of the Shanon capacity, 

orders of magnitude higher than previous studies and attempts. Figure 3 summarises the process, employed 

in this research. The issue with this technique was that it was very costly (around $3500 per MB to 

synthesise) and not feasible for large scale use.  

A problem in information retrieval had been the need to sequence the entire pool of DNA data, even if 

a small subset was required which was inefficient and was a major contributing factor to the cost associated 

with DNA based storage. In [15], Microsoft in association with University of Washington demonstrated 

storage and retrieval of an unprecedented 200 MB of data across 35 distinct files. As depicted in figure 4, 

they used a large collection of primers to enable individual recovery of data. This research tackled the 

problem of sequential access of data in DNA based storage systems by showcasing random access and 

proved the viability of large scale DNA based storage systems for storage and retrieval.  

4. Issues and Challenges of DNA based storage 

Considering the work done up until now, it is very probable that DNA based storage systems will be 

the dominant technology around the world one day. But there are some issues and challenges that need to be 

handled in order for that to happen. The biggest challenge for DNA based storage remains the cost associated 

with the synthesis and sequencing of information on scale. It is imperative for this cost to be made much 

more affordable in order for this technology to be adopted by industrial ventures in the near future. With the 

boom in data creation, we need such affordability to come as soon as possible. Large strides have been taken 

in the last few years and if the growth continues at the same rate, then there is no reason why this technology 

cant become viable. Another challenge is that of the total time required in the process of storing data in DNA 
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based systems, which is many magnitudes more, as compared to its conventional counterparts. Even if it is 

placed in conjunction with the current memory hierarchy and placed at the bottom of the pyramid, still the 

write and read time needs to improve many folds for this technology to be both scalable and practical. The 

machines used today in the process of storing data in DNA are throwing very less error rates but even these 

error rates are significant when we consider the complications related to the process of storing data and 

therefore the machines need to be made much more efficient and accurate in order to achieve better rates of 

successful conversions.  

5. Conclusion and Future Scope  

We are past the days where DNA based storage was considered a part of people’s imagination. DNA 

based storage devices are here to stay and like any other revolution in the past, it also has to face some big 

challenges in order to be adopted by the world. The benefits this technology provides such as stability, 

storage density, energy efficiency and robustness are too significant to ignore, and it is for sure that this 

technology will be used for archival purposes. In conjunction with present tape technologies. Expecting 

major leaps in development of this technology won’t be asking too much looking at its figures in the past 

where it has given over a million-fold improvement in recent years. Against the 1.5 times a year progress in 

electronic technology, this technology has grown 10 times every year since we started reading and writing. A 

major contribution to this progress goes to the improvement in cost efficiency. We have recorded five- and 

twelve-times reduction in the cost of synthesis and sequencing respectively. The migration to DNA based 

storage would also lead to growth in the DNA computing field. This would further speed up the process of 

reducing synthesis and sequencing costs.  
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Abstract   

odern wireless communication has gained a improved position as 

compared to previous time. Similarly, speech communication is the 

major focus area of research in respective applications. Many 

developments are done in this field. In this work, we have chosen the OFDM 

modulation based communication system, as it has importance in both licensed 

and unlicensed wireless communication platform. The voice signal is passed 

though the proposed model to obtain at the receiver end. Due to different 

circumstances, the signal may be corrupted partially at the user end. Authors try 

to achieve a better signal for reception using a neural network model of RBFN. 

The parameters are chosen for the RBFN model, as energy, ZCR, ACF, and 

fundamental frequency of the speech signal. In one part these parameters have 

eligibility to eliminate noise partially, where as in other part the RBFN model 

with these parameters proves its efficacy for both noisy speech signals with noisy 

channel as Gaussian channel. The efficiency of OFDM model is verified in terms of symbol error rate and 

the transmitted speech signal is evaluated in term of SNR that shows the reduction of noise. For visual 

inspection, a sample of signal, noisy signal and received signal is also shown. The experiment is performed 

with 5dB, 10dB, 15dB noise levels. The result proves the performance of RBFN model as the filter. The 

performance is measured as the listener's voice in each condition. The results show that, at the time of the 

voice in noise environment, proposed technique improves the intelligibility on speech quality. 

 

1. Introduction 

In 70’s the Wireless and cellular concept was developed and become more popular than expected at 

the time. Since then the focus in this area increased till now. The clarity at the receiver end is highly 

essential. Day-by-day the communication techniques are developed along with the type of modulation. 

Researchers focus on the capacity as well as the reception capability [1]. The technology including OFDM, 
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MIMO and coding types are to be observed for higher bandwidth utilization with better response in less time. 

Congestion in licensed spectrum increases in gradual manner for which unlicensed spectrum utilization has 

been occurred that is developed by researchers [2-3]. 

Many different factors are included in wireless communication, such as environmental factors, 

channel condition, types of speakers, and the way we transmit in the channel. Research of speech technology 

requires changing the way of transmission, and reception in specific type of communication [4]. 

The Speech is a common mode of Communication between of human being. Speech signal is an 

important data for communication network. The detection and recognition accurately is most important 

criteria. To maintain wireless communication successfully speech of human being should listen and speak 

clearly. As well the matching among network should be maintained perfectly. In such cases the synthetic 

speech is also verified in many problems [5-7] . 

Speech has potential of being important mode of interaction with computer for this evaluation. For 

errorless communication and noiseless signal reception, initially speech signal is processed for noise 

suppression and enhancement. It helps in choosing the technique in digital age point of view [8-9].  

It is a challenge for the next technological development to make the natural speech reception through 

HCI at the user end. Speech processing is exciting areas of research in signal processing and one type of 

pattern recognition problem. The choice and use of features should relevant for the purpose of detection. 

Again it must well manage at the time of training and testing on use of machine learning techniques. 

Different Technologies are used for faster communication in both licensed and unlicensed spectrum 

utilization. These are 

(i) OFDM is a FDM scheme where digital multicarrier modulation method is utilized. The data is 

subdivided into parallel data streams sharing every sub-carrier. Further every sub-carrier is modulated with a 

modulation method like QAM, and variant of PSK. 

(ii) MIMO technique is used with multiple antennas along with transmitters and receiver to improve 

performance. It offers increase in data and receivers throughput and link range without additional bandwidth. 

(iii) Turbo Code-It is a category of high performance error correction codes which was developed in 

1993.The coding technique is one of the significant technologies in communication. It is helpful for 

maximum information transmission without error/ relatively small error. 

The respective generations of wireless communication have many advantages like higher bandwidth, 

Better response time. It works at 2.6 GHz frequency implies that better coverage even though with same 

tower. The gradual developed generations provide higher flexibility as compared to already existing 

technologies [10].New technology with less cost and better usage needs to simplify hardware with effective 

design so that the versatility can be maintained with the same handset with better reception capability for 

different generations. 

The paper is organized as follows. Section 1 introduces the work. Section 2 provides the methodology 

proposed in this work. It explains the principle of hearing the speech communication model. Through the 

model the speech is communicated. For detection purpose Radial Basis Function Network (RBFN) is used 

and explained with its parameters as the problem formulation. Section 3 explains the result and section 4 

concludes the work. 

2. Methodology 

One important mechanism for received signal is source separation that has the capability to remove 

time-frequency regions where the speech signal is less distorted [11]. To increase the success of 

communication, adaptation is required at different levels, such as subject, place and vocabulary. As a result 

the Lombard effect [5] can be analyzed. The parameters for Lombard speech like intensity, vowel duration, 

speaking rate, energy distribution, spectral tilt, formant frequency are observed by researchers. 

OFDM System 

OFDM technique is used due to better transmission capacity and high bandwidth efficiency in 

wireless communication for both licensed and non-licensed spectrum. Such system is based on spreading 

technique with low rate carriers. The spacing between the orthogonal components is generated using the Fast 
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Fourier Transform technique [12].The data is converted to parallel stream and grouped. Further, it is 

modulated using either Quadrature Amplitude Modulation (QAM), or Quadrature Phase Shift Keying 

(QPSK), or Binary Phase Shift Keying (BPSK). Finally, required spectrum is then converted back to its time 

domain signal using an Inverse Fast Fourier Transform (IFFT). At the receiver end it is converted from 

parallel to serial for transmission of data. With this technology the system is designed by considering the 

Gaussian noise channel [13]. 

The basic model of OFDM system is presented in Fig. 1. Input signal as considered for transmitted 

symbols through the wireless Gaussian channel. 

 

  

Fig. 1. Basic OFDM system 

The impulse response of the channel can be expressed as, 

   m sh t t Tm

m

a   
                                                                

(1) 

Where αm represents the amplitudes. It is formed by a N-point DFTN and is expressed as, 

 N Ny DFT (IDFT x )
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For N-independent channel the expression will be, 1........0,  NinXhy iiii  

Where h=(h0,h1……...hn-1)
T 

that can be considered as attenuation of the channel and n=(n0,n1……...nn-1)
T 

is 

a noise vector. The system can be formulated as, 
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Where X is the input data and can be expressed in terms of twiddle factor as, 
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The twiddle factor is defined as,  

2 /1/nk j nk N

NW Ne 
                                                      

(5) 

The MMSE estimate of h becomes, 

1ˆ
MMSE hy yyh R R y                                         (6) 

Where, 

 H H H

hy hhR E hy  R F X   
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signifies the cross covariance matrix and  the auto covariance. Again Rhh is the auto covariance matrix of h 

and denotes the noise variance. Assuming these quantities to be known, the MMSE estimates (hMMSE ) will 

be, 

H Hˆ ˆ F X yMMSE MMSE MMSEh Fh FQ 
                                         

(7) 

 

Where MMSEQ , 

 
1
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(8) 

The LS estimator for channel impulse response h is analyzed as follows, 

Similarly the least square channel estimator can be formulated as, 

H H

LS
ˆ FQ F X yLSh 

                                                    
(9) 

where, 

 
1

H H

LSQ F X XF



                                                    

(10) 

considering the two equations we have, 

1ˆ  X y  LSh 
                                                            

(11) 

From equation (7) and (11) it is shown the LS estimate has a high mean square error as compared to 

MMSE estimation technique. 

Parameters for Speech Detection  

Energy 

It is defined as the squared signal. In speech signal case it is analyzed frame wise. Hence the short 

time energy is to be evaluated considering different windowed signal [14]. The energy of the speech signal 

reflects the amplitude variations. Short-time energy can define as: 

    





i

wmwisEnergy
2

                                                

(12) 

where , s(i) represents the signal, w(m) represents the window and En represents the energy. 

 

Zero-Crossing Rate  

The rate of change of signal from positive to negative is defined as the Zero crossing Rate (ZCR). It is 

a measure of number of times in particular time interval/frame. As a result the amplitude of the speech 

signals passes through a value of zero.  The zero crossing rate of a signal can be found by using 






 )()1sgn()](sgn[ wnwiisZCR                                                     (13) 

where, )](sgn[ is  = 1if 0)( is = -1 if 0)( is  

 and 1
( )

2
w n

N
  , 0 1n N   (N is the length of signal) 0   , otherwise. 

The model for speech production suggests that the energy of voiced speech is concentrated about 3 
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kHz as the spectrum fall of glottal wave and for unvoiced speech, the energy is found at higher frequencies. 

Since high frequencies imply high zero crossing rates, and energy. There is a strong correlation between 

zero-crossing rate and energy distribution. Therefore, another parameter is considered as autocorrelation co-

efficient to keep relevancy at received signal. 

 

Autocorrelation 

For clean speech and separation of noise autocorrelation coefficient has a major role alike to energy 

and ZCR. It works not only for noise elimination, but also for smoothening the signal. It is a type of cross 

correlation and convolution. The relation is expressed as,  

       
n jnnxx xxjR                                                                           (14) 

It is of finite energy of Signal. Similarly for the measurement of frequency as low or high fundamental 

frequency is an important parameter of speech and is considered. 

 

Fundamental frequency.  

As the human voice varies over a range of frequencies, the fundamental frequencies cannot be 

considered as a specific value. Though it is an essential component of speech and speaker recognition, it has 

a similar application in voice communication and is taken as an attribute. 

 

Radial basis function Network (RBFN) Model for Detection 

Both RBFN is used and tested for detection accuracy. Different possible hybridization of features has 

been attempted. Radial basis function Network (RBFN) consists of an input layer, a hidden layer and a linear 

output layer. In this case, the Gaussian kernel as activation function is used and the distance is evaluated 

[15]. The hidden layer depends on a non-linear RBF activation function [16-17]. The output of the network 

is found as the distance between the input vector and the vector of the centre of the Gaussian function and 

can be expressed as [18-20]. 
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where, R is the RBF, 
jc is the center, 

jx c is the distance between input and the center. 

1 2, ,... jx x x are represented as the inputs, 
1 2, .... jy y y  are the outputs and 

1 2, ,... jw w w are the weights of 

the network. The target output is obtained by updating the corresponding weights. The output to weight and 

input is given as,   
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where,
jw is the weight of the j

th
 center and N is the length of the signal. The structure of the network 

is shown in Figure1. The network is operated with the activation function that is Gaussian and is expressed 

as,  
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where, is the width of the center. The network is trained with adaptive learning method and is 

described in following subsection as proposed method.      

         

Fig 2. Structure of RBF Network 

                            

3. Result 

The work consists of two parts as modulation technique and noise elimination through neural network 

model. The results are obtained from both the techniques and depicted in this section. The bit error rate is 

obtained to validate the OFDM system and is shown in Fig. 3. To strength it the MSE is found and is shown 

in Fig. 4. 

Once the system found suitable, the chosen parameters are given to the RBFN model. One of the 

sample of speech is shown in the Fig.5 for visual aid. The corresponding outputs for original signal, noisy 

signal and obtained result with noiseless signal are shown in Fig. 6 and Fig. 7. From this result it is clear that 

the voice signal is well communicated and can be suitable for next generation wireless network. 

 

Fig 3. Plot of SNR vs. MSE for OFDM system 
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Fig 4. BER vs. SNR of OFDM system 

 

Fig. 5.Original Speech signal  

 

 

Fig. 6.Noisy Speech signal with SNR of 5dB 
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Fig.7: The Enhanced Signal at the Receiver End 

Table 1: Accuracy performance of RBFN with different combinational features 

Features Average 

Accuracy 

MSE 

 
80.44% 0.706 

Z +  80.53% 0.683 

 +  75.03% 0.813 

 75.40% 0.808 

+  80.55% 0.680 

 75.33% 0.810 

 85.82% 0.436 

 84.16% 0.487 

 83.14% 0.535 

 83.18% 0.514 

 90.38% 0.352 

 = , = Fundamental Frequency, 

 =Autocorrelation Coefficient, 

 = Zero Crossing Rate 
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4. Conclusions 

From the work, it is concluded that the detection accuracy depends largely on the types and size of the 

features fed as input. Graphical analysis shows that Intensity or energy appears to be the best feature for 

detection. Recognition of emotional speech in communication can provide a new future direction.  
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Abstract   

oncurrency control is one of the important task of any database 

management system. Without the proper concurrency control technique it 

is infeasible to maintain the integrity of the database system in concurrent 

environment. The concurrency control algorithms focus on maintaining 

consistency and integrity of databases through synchronized access. In centralized 

environment it is simple to synchronize among the various concurrent 

transactions. But, it becomes very complex as compared to centralized framework 

when the concurrency control algorithms are implemented for distributed 

framework because of the requirements of consistency and integrity within the 

multiple fragments / copies of the database, synchronization among the various 

distributed concurrent transactions, and isolation of the complexities of the algorithms / operations. A variety 

of concurrency control methods have been proposed by the many researchers so far for the centralized 

framework as well as for the distributed framework. The concurrency control methods are broadly classified 

as locking based methods, timestamp ordering based methods and optimistic methods. Two-phase locking 

based methods are the most popular and widely used methods used in both centralized and distributed 

framework of the database systems. A number of algorithms based on two-phase locking have been proposed 

by the many researchers for Distributed DBMS. This paper consolidates and discusses various lock based 

concurrency control techniques for Distributed DBMS. This paper also presents a comparative study of 

various two phase locking based concurrency control techniques. 

1. Introduction 

Database system is the backbone of the many organizations as is stores and manages the operational 

data of the organization. Most of the applications of the organizations are dependent on database systems. 

The database systems can be either implemented based on centralized approach or distributed approach. The 
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database system which implemented based on distributed approach is called as Distributed Database System. 

A database system (DBS) is a combination of Database Management System (DBMS) and Databases of the 

organization. The shift from centralized to distributed architectures over the years attributes to the demand 

for higher performance and availability. Distributed database system (DDBS) technology in the field of 

database systems is also the result of the same. This technology may be viewed as combination of database 

system, computer network technologies and the concept of distributed computing (or distributed processing) 

[3, 12, 14, 17].   

“A distributed database (DDB) involves a collection of number of logically related databases spread 

over a computer network” [9]. Özsu [9] defined distributed database management system (DDBMS) as “the 

software system concerned with the management of the distributed database and makes the distribution 

transparent to the users.”  

The combination of DDB and DDBMS is referred to as “distributed database system” (DDBS). 

Internally, DBMSs perform several functions in order to manage and manipulate the data properly such 

as transaction management, concurrency control, recovery, security, etc. The concurrency control ensures the 

consistency and integrity of the databases in the concurrent execution environment. As we know that the 

DBMSs support database sharing among various transactions. The uncontrolled concurrent execution of the 

transactions may lead to the database systems into an inconsistent state. Therefore, there is requirement of 

controlling the concurrent execution of the transactions so that the consistency and integrity of the database 

systems can be ensured. The concurrency control is the mechanism through which DBMS can ensure the 

consistency and integrity of the databases even in the case of concurrent execution of the transactions 

without affecting the degree of concurrency.  

2. Concurrency Control 

In DDBS, at the same time, multiple users can access the database concurrently where each user 

thinks that he/she is working alone on dedicated system but this is not the case. In case of concurrent 

execution of transactions, the consistency of the database can ensured with the help of serializable schedules 

because the result obtained will be equivalent to one of the serial execution of the transactions. The use of 

only serial schedules limits the degree of concurrency hereby affecting performance. Therefore, concurrency 

control techniques need to be applied to guarantee that the schedules generated by concurrent execution of 

transactions are serializable [1].  

Concurrency control involves the coordination among concurrent accesses to maintain consistency 

and integrity of database [1, 24]. The major problem in attaining this objective is to make ensure that 

database updates performed by one the transaction should not affect the updates and  retrievals of the another 

transaction [9, 12, 13, 16, 25]. The problems regarding concurrency control is more difficult in a DDBMS 

due to the following reasons: 

 Data may be accessed by the multiple users at number of distant sites,  

 Database is fragmented and/or replicated across multiple sites,  

 Complexity during the synchronization among concurrent transactions executed at multiple 

remote sites by multiple users, and  

 Concurrency control techniques implemented at one location must ensure the consistency of 

the database at all other sites. 

3. Concurrency Control Techniques 

A number of concurrency control mechanisms have been proposed by the leading researchers so far. 

These concurrency control mechanisms broadly can be classified in the categories such as (a) Locking Based 

Protocols, (b) Timestamp-Ordering Based Protocols and (c) Optimistic Protocols. The first two categories 

are based on the pessimistic approach. The pessimistic protocols are used when there is high activity on the 

databases whereas the optimistic protocols are used in case of low activity on the databases. Implementation 

of these concurrency protocols / algorithms for the centralized environment is simpler than that of distributed 

environment. 
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The number of concurrency control techniques implemented for centralized environment can easily be 

extended to handle the problem in distributed databases, but there are some concurrency control techniques 

that are not suitable for a distributed environment [1, 16, 25]. The detailed classification of concurrency 

control techniques is as follows:  

3.1. Pessimistic Techniques 

These techniques involve the synchronization among the transactions during initial phase of their 

execution life cycle as these consider the high conflicts among the concurrent transactions. The pessimistic 

techniques are mainly suitable when there is high activity in the database system. In other words, if a large 

number of conflicting transactions are executed concurrently on the database systems frequently then it is 

preferred to use pessimistic techniques which reduce the wastage of resources if conflicts identified at later 

stage.  In addition, if particular application involves activity that is beyond the rolling of database capability 

like printing, than such activity do not take place whenever conflict is generated, hereby removing the 

responsibility of performing undo operation. The pessimistic techniques further can be classified as: 

3.1.1. Two Phase Locking (2 PL) Based techniques 

Two phase locking technique is based on the locking technique which ensures the serializability of the 

concurrent transactions in order to maintain the consistency and integrity of the database system. In this 

technique, each data object of the database is associated with a shared variable called as lock which stores 

the state of the data object in order to control the shared access of the data object by the mutually exclusive 

transactions [1, 9, 19, 21, 23]. In two-phase locking, there are two phase of operations. The first phase is 

called as growing phase in which the transactions can acquire or upgrade the locks and in the second phase 

the transactions can release or degrade the locks only. To implement two phase locking the following rules 

need to be followed (a) Conflicting locks should not exist in two transactions. (b) Unlock operation cannot 

be performed before lock operation in any of the transaction. (c) Until and unless all locks are obtained, no 

data are affected in any of the transaction. This approach may results in deadlocks and starvation. 

3.1.2. Timestamp-Ordering Based techniques  

In this technique, the transactions are ordered based on some value called as timestamp. The 

timestamp can be either a value generated by a global incremental counter variable or current timestamp of 

the master clock which ensures the uniqueness of the timestamp. The transaction which is created earlier is 

assigned a lower timestamp as compared to the transaction which is created later. The transaction with lesser 

timestamp is older than the transaction with higher timestamp. Therefore, the ordering of transaction can be 

done based on the assigned timestamp and hence called as timestamp-based ordering technique which avoids 

the deadlock situation [1, 19, 20, 22, 23]. In this technique, each data item X is stored as a triplet X = {x, 

write-timestamp, read-timestamp} where x is the latest value of X, write-timestamp is the timestamp of the 

youngest transaction who has written the latest value of X, and read-timestamp is the timestamp of the 

youngest transaction who has read the value of X. There are two-approaches based on this technique (a) wait-

die and (b) wound-wait. This technique has the advantage of eliminating deadlocks as the transactions need 

not to wait. This technique results in cascading rollbacks. Starvation can also occur if same transaction is 

aborted and restarted again and again. 

3.1.3. Integrated 

Both two-phase locking technique and timestamp-based ordering techniques are having their relative 

pros and cons. In order to exploit the pros of both the techniques, some DDBMS uses the integrated 

approach in which combination of the above two techniques are implemented at the same time. This 

approach proves to be advantageous when heterogeneous databases are connected together [1]. 

3.2. Optimistic techniques 

In these techniques, synchronization of concurrent execution of transactions is delayed until their 

termination [19, 20, 21]. These techniques allow the transactions to perform their operations as they desire 

except write-phase in order to maximize the degree of concurrency. In this approach, the operations of the 

transactions are logically divided in to three phases (a) read phase, (b) validation phase, and (c) write phase. 

In the read phase, all the transactions are freely allowed to perform their operations in the local memory. 

Before writing the changes to the database the transaction has to pass the validation phase in which DDBMS 
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check whether the proposed write phase of the transaction will lead the database in to consistent state  or not. 

If validation phase indicates the consistency of the database then the write-phase will be performed by the 

transaction otherwise the write-phase of the transaction is denied. Optimistic approach can be implemented 

either using 2PL or timestamp-based ordering techniques. No chance of cascading rollback is there because 

the actual write operation occurs only when the transaction initiating the write operation has committed. 

The comparison between pessimistic and optimistic approach is presented in Table 1.  

Table 1: Comparison between Pessimistic Approach and Optimistic Approach 

Basis Pessimistic Techniques Optimistic Techniques 

Synchronization The synchronization of transactions occurs 

during initial phase of their execution life 

cycle.  

The synchronization of concurrent execution 

of transactions is delayed till their termination. 

Conflict Large number of transactions will conflict 

with each other. 

Relatively less number of transactions is in 

conflict with each other. 

Phases of Transaction 

Execution 

Validate, Read, Compute, Write Read, Compute, Validate, Write 

Strengths  Simple 

 Suitable where transactions conflicts 

are more. 

 Lower Storage Cost 

 Submitted operations never delayed. 

 Higher degree of concurrency 

Limitations  Lower degree of concurrency 

 May lead to deadlocks 

 

 Suitable for applications where 

transactions conflicts are very rare. 

 Wastage of Resources (in case of failure 

of Validation phase) 

 Higher Storage Cost for intermediate 

results 

 Originally based only on timestamp 

ordering. 

 Concentrates on centralized DBMS. 

 

4. Two Phase Locking Based Techniques 
Locking-based techniques are widely used in centralized database systems in which logical and 

physical locks on data items are used for synchronization among transactions. If any transaction wants to 

read and/or write any granule of database, it has to first acquire the lock on that granule and after the 

completion of operation the locks has to be released. The locking and unlocking on data items is handled by 

lock manager on behalf of transactions. There are four major categories for implementing lock based 

algorithms:  

4.1. Centralized two phase locking algorithm 

It is a variation of 2 PL in which a single lock table is maintained at any one designated site for the 

whole distributed database.  All the requests for locking and unlocking are sent to that site only [1, 26]. Only 

the designated site decides the grant of requisite lock to the requested transactions based on the compatability 

of requests. This technique is useful in the case of both replicated and fragmented distributed databases. The 

load on the single site will increase as all the rquests for locking and unlocking are made at single site only. 

If the designated site fails, then the operation of the DDBMS will fail. 
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4.2. Primary Copy two phase locking algorithm 

This approach is useful when multiple copies of same data item are stored at different locations 

(replication). One of the copies at any particular site is designated as a primary copy. All the requests for 

locking and unlocking are sent to the designated site only with respect to the specific data items. [1, 14, 15, 

18, 20]. This approach is suitable for replicated or mixed databases. Effect of the failure of one site is lesser 

than that of centralised two phase locking as each site is designated as primary copy for specific data items 

only. 

4.3. Distributed two phase locking algorithm 

Locking of data items are done at all sites where transaction accesses these data items. Once locking 

of all data items have been completed by the transaction, only than unlocking begins [24]. The trasactions 

are required to submit the locking and unlocking requests to all sites. The lock request will be granted to the 

transactions when it is allowed by all the sites. This approach is more complex then centralized two phase 

locking and primary copy two phase locking. In this approach, the network traffic will increase. Lot of 

communication overhead is involved and handling of deadlocks becomes more complex. This technique is 

more reliable as failure of centralized site will affect less number of transactions. 

4.4. Majority Consensus 2 PL Algorithm 

This technique is the variation of distributed two phase locking algorithm. Unlike, distribute two 

phase locking, it requires locking on majority of copies, i.e. at least (n+1) / 2 copies, instead of all copies. If 

the data item is to be updated, the transaction would have to send updated value to all sites where data item is 

stored [1, 18]. Less communication ovehead as compared to distributed two phase locking technique as less 

number of requests have to be made for locking and unlocking data items.This algorithm is more efficient 

than the distributed two phase locking algorithm. 

The comparison among above two-phase locking based techniques is presented in Table 2.  

Table 2: Comparison among Two Phase Locking (2 PL) Based Techniques 

Basis Centralized 2PL Primary Copy 2 PL Majority Consensus   

2 PL 

Distributed  

2 PL 

Control The sites  designated 

as primary site has the 

responsibility of 

granting locks on all 

data items to the 

transactions  

For each data item , 

one of the site (in 

case of replication)  

is designated as the 

primary copy that has 

to be locked by the 

transactions 

Each site has the 

responsibility of 

granting locks on its all 

local lock units to the 

transactions. A majority 

of copies are required to 

be locked instead of all 

copies 

Each site has the 

responsibility of 

granting locks on its 

all local data items to 

the transactions 

Lock Management Centralized (only at 

one site) 

Mixed (Centralized 

for each primary 

copy and Distributed 

for several primary 

copies) 

Distributed (at each 

site) 

 

Distributed Lock 

Management (at each 

site) 

Number of Lock 

Managers 

Only one (at primary 

site) 

Equals to number of 

distinct lock units 

(for each primary 

copy) 

Equivalent to the 

number of sites 

Equivalent to the 

number of sites 

Suitable for Data 

Distribution 

Fragmented, 

Replicated or Mixed 

Replicated or Mixed Replicated or Mixed Fragmented, 

Replicated or Mixed 

Strengths  Easy to implement  Improved  Number of messages  Increased 
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5. Conclusion  

Several categories of concurrency control methods have been proposed and implemented for 

Distributed DBMS. The pessimistic methods are still widely used but are cause of concern as they may lead 

to number of problems like lowering the degree of concurrency, deadlocks, starvation and cascading 

rollbacks. The optimistic methods can be used to increase the degree of concurrency but the current works on 

optimistic methods concentrates mainly on centralized DBMS in contrast to distributed DBMS. The 

pessimistic approach is mostly suitable for the distributed database systems with high activity ratio whereas 

optimistic approach is mostly suitable for the distributed database systems with low activity ratio. 
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